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Command Syntax Conventions

The conventions used to present command syntax in this book are the same conventions used in the IOS Command Reference. The Command Reference describes these conventions as follows:

- **Boldface** indicates commands and keywords that are entered literally as shown. In actual configuration examples and output (not general command syntax), boldface indicates commands that are manually input by the user (such as a `show` command).

- **Italics** indicate arguments for which you supply actual values.

- Vertical bars (|) separate alternative, mutually exclusive elements.

- Square brackets ([ ]) indicate optional elements.

- Braces ({ }) indicate a required choice.

- Braces within brackets ([{ }]) indicate a required choice within an optional element.
Introduction

Cisco Networking Academy is a comprehensive e-learning program that delivers information technology skills to students around the world. The Cisco CCNA Discovery curriculum consists of four courses that provide a comprehensive overview of networking, from fundamentals to advanced applications and services. The curriculum emphasizes real-world practical application, while providing opportunities for you to gain the skills and hands-on experience needed to design, install, operate, and maintain networks in small to medium-sized businesses, as well as enterprise and service provider environments. The Networking for Home and Small Businesses course is the first course in the curriculum.

*Networking for Home and Small Businesses, CCNA Discovery Learning Guide* is the official supplemental textbook for the first course in v4.x of the CCNA Discovery online curriculum of the Networking Academy. As a textbook, this book provides a ready reference to explain the same networking concepts, technologies, protocols, and devices as the online curriculum. In addition, it contains all the interactive activities, Packet Tracer activities, and hands-on labs from the online curriculum as well as bonus labs.

This book emphasizes key topics, terms, and activities and provides many alternative explanations and examples as compared with the course. You can use the online curriculum as directed by your instructor and then also use this *Learning Guide’s* study tools to help solidify your understanding of all the topics. In addition, the book includes

- Expanded coverage of CCENT/CCNA exam material
- Additional key glossary terms
- Bonus labs
- Additional Check Your Understanding and Challenge questions
- Interactive activities and Packet Tracer activities on the CD-ROM

Goal of This Book

First and foremost, by providing a fresh, complementary perspective of the online content, this book helps you learn all the required materials of the first course in the Networking Academy CCNA Discovery curriculum. As a secondary goal, individuals who do not always have Internet access can use this text as a mobile replacement for the online curriculum. In those cases, you can read the appropriate sections of this book, as directed by your instructor, and learn the topics that appear in the online curriculum. Another secondary goal of this book is to serve as your offline study material to help prepare you for the CCENT and CCNA exams.

Audience for This Book

This book’s main audience is anyone taking the first CCNA Discovery course of the Networking Academy curriculum. Many Networking Academies use this textbook as a required tool in the course, while other Networking Academies recommend the *Learning Guides* as an additional source of study and practice materials.
Book Features
The educational features of this book focus on supporting topic coverage, readability, and practice of the course material to facilitate your full understanding of the course material.

Topic Coverage
The following features give you a thorough overview of the topics covered in each chapter so that you can make constructive use of your study time:

- **Objectives**: Listed at the beginning of each chapter, the objectives reference the core concepts covered in the chapter. The objectives match the objectives stated in the corresponding chapters of the online curriculum; however, the question format in the Learning Guide encourages you to think about finding the answers as you read the chapter.

- **“How-to” feature**: When this book covers a set of steps that you need to perform for certain tasks, the text lists the steps as a how-to list. When you are studying, the icon helps you easily refer to this feature as you skim through the book.

- **Notes, tips, cautions, and warnings**: These are short sidebars that point out interesting facts, timesaving methods, and important safety issues.

- **Chapter summaries**: At the end of each chapter is a summary of the chapter’s key concepts. It provides a synopsis of the chapter and serves as a study aid.

Readability
The authors have compiled, edited, and in some cases rewritten the material so that it has a more conversational tone that follows a consistent and accessible reading level. In addition, the following features have been updated to assist your understanding of the networking vocabulary:

- **Key terms**: Each chapter begins with a list of key terms, along with a page-number reference from inside the chapter. The terms are listed in the order in which they are explained in the chapter. This handy reference allows you to find a term, flip to the page where the term appears, and see the term used in context. The Glossary defines all the key terms.

- **Glossary**: This book contains an all-new Glossary with more than 350 computer and networking terms.

Practice
Practice makes perfect. This new Learning Guide offers you ample opportunities to put what you learn to practice. You will find the following features valuable and effective in reinforcing the instruction that you receive:

- **Check Your Understanding questions and answer key**: Updated review questions are presented at the end of each chapter as a self-assessment tool. These questions match the style of questions that you see in the online course. Appendix A, “Check Your Understanding and Challenge Questions Answer Key,” provides an answer key to all the questions and includes an explanation of each answer.

- **(NEW) Challenge questions and activities**: Additional, and more challenging, review questions and activities are presented at the end of chapters. These questions are purposefully designed to be similar to the more complex styles of questions you might see on the CCNA exam. This section might also include activities to help prepare you for the exams. Appendix A provides the answers.
Packet Tracer activities: Interspersed throughout the chapters you’ll find many activities to work with the Cisco Packet Tracer tool. Packet Tracer allows you to create networks, visualize how packets flow in the network, and use basic testing tools to determine whether the network would work. When you see this icon, you can use Packet Tracer with the listed file to perform a task suggested in this book. The activity files are available on this book’s CD-ROM; Packet Tracer software, however, is available through the Academy Connection website. Ask your instructor for access to Packet Tracer.

Interactive activities: These activities provide an interactive learning experience to reinforce the material presented in the chapter.

Labs: This book contains all the hands-on labs from the curriculum plus additional challenge labs for further practice. Part I includes references to the hands-on labs, as denoted by the lab icon, and Part II of the book contains each lab in full. You may perform each lab as you see each lab referenced in the chapter or wait until you have completed the chapter.

A Word About Packet Tracer Software and Activities

Packet Tracer is a self-paced, visual, interactive teaching and learning tool developed by Cisco. Lab activities are an important part of networking education. However, lab equipment can be a scarce resource. Packet Tracer provides a visual simulation of equipment and network processes to offset the challenge of limited equipment. Students can spend as much time as they like completing standard lab exercises through Packet Tracer, and have the option to work from home. Although Packet Tracer is not a substitute for real equipment, it allows students to practice using a command-line interface. This “e-doing” capability is a fundamental component of learning how to configure routers and switches from the command line.

Packet Tracer v4.x is available only to Cisco Networking Academies through the Academy Connection website. Ask your instructor for access to Packet Tracer.

A Word About the Discovery Server CD

The CCNA Discovery series of courses is designed to provide a hands-on learning approach to networking. Many of the CCNA Discovery labs are based on Internet services. Because it is not always possible to allow students access to these services on a live network, the Discovery Server has been developed to provide them.

The Discovery Server CD is a bootable CD developed by Cisco that transforms a regular PC into a Linux server running several preconfigured services for use with the CCNA Discovery labs. The Discovery Server is available from the Academy Connection website only. Your instructor can download the CD files from the Instructor Tools section of the Academy Connection website, burn a CD, and show you how to make use of the Server. Hands-on labs that make use of the Discovery Server are identified within the labs themselves.

Once booted, the server provides many services to clients including
- Domain Name Services
- Web Services
- FTP
How This Book Is Organized

This book covers the major topics in the same sequence as the online curriculum for the CCNA Discovery Networking for Home and Small Businesses course. The online curriculum has 10 chapters for this course, so this book has 10 chapters with the same names and numbers as the online course chapters.

To make it easier to use this book as a companion to the course, the major topic headings in each chapter match, with just a few exceptions, the major sections of the online course chapters. However, the Learning Guide presents many topics in slightly different order inside each major heading. Additionally, the book occasionally uses different examples than the course. As a result, students get more detailed explanations, a second set of examples, and different sequences of individual topics, all to aid the learning process. This new design, based on research into the needs of the Networking Academies, helps typical students lock in their understanding of all the course topics.

Chapters and Topics

Part I of this book has 10 chapters, as follows:

- **Chapter 1, “Personal Computer Hardware,”** discusses different types of personal computers, how they are used, and the difference between local and network applications. This chapter describes how data is represented and manipulated in a computer system. Also covered is the role of the various computer components and peripherals and the proper way to install and test them.

- **Chapter 2, “Operating Systems,”** introduces the OS, its key components, and user interfaces as well as some of the more common operating systems. It provides an overview of the commercial and GPL software licensing schemes. This chapter presents different options for OS installation and describes the process for upgrading and maintaining the OS. It covers the common types of file systems used with PCs and hard disk partitioning. You will also learn the IP parameters that must be configured to prepare a computer to participate on the network.

- **Chapter 3, “Connecting to the Network,”** introduces communications protocols and describes how communication occurs on an Ethernet network. The main components of an information network are explored as are the roles clients and servers play. In this chapter you will build a peer-to-peer computer network and verify it is functioning. Logical and physical topologies are compared and the layered networking model is introduced. You will learn how hubs, switches, and routers function. Also covered are broadcast and collision domains, ARP, default gateways, and prototyping.

- **Chapter 4, “Connecting to the Internet Through an ISP,”** introduces ISP services, options for connecting to the Internet, and components of an ISP Network Operations Center (NOC). This chapter discusses the Internet Protocol (IP) and how information is sent across the Internet.
through an ISP. Other major areas covered by this chapter are the cabling and connectors used for connecting network devices, with focus on Ethernet UTP cables and how they are constructed. You will build Ethernet cables and test them.

- **Chapter 5, “Network Addressing,”** examines the IP address and subnet mask and how they are used on a network. Unicast, multicast, and broadcast IP addresses are introduced as well as the three classes of assignable IP addresses. This chapter covers how IP addresses are obtained, the differences between public and a private addresses, and how network address translation (NAT) functions.

- **Chapter 6, “Network Services,”** builds on the client/server model as it relates to common network services. This chapter describes the TCP and UDP transport protocols, the function of port numbers, and the protocols and applications that use them. Focus is on major Internet services, applications, and protocols including DNS, e-mail, WWW, FTP, and IM. The concept of a protocol stack and how protocols interact on a host when sending and receiving a message are introduced. The purpose of a layered networking model is discussed as are the two major models in use, the Open Systems Interconnect (OSI) and the TCP/IP model.

- **Chapter 7, “Wireless Technologies,”** explores the benefits and limitations of wireless technology and where it is used. This chapter compares the wireless personal-area network (WPAN), wireless local-area network (WLAN), and wireless wide-area network (WWAN). It describes components required to build a WLAN and their functions as well as the current standards for WLANs and how they compare. In this chapter, you will configure parameters on a wireless access point (AP) to allow a wireless client to access network resources. You will also explore techniques available to help secure the WLAN.

- **Chapter 8, “Basic Security,”** introduces networking threats, their characteristics, and different methods of attack. This chapter also describes security procedures and applications that can help prevent attacks and focuses on firewalls, their capabilities, and how a DMZ is structured. You will configure a DMZ and port forwarding with an integrated router device. You will also learn about vulnerability analysis software and how it can help to prevent attacks.

- **Chapter 9, “Troubleshooting Your Network,”** identifies the steps involved in the troubleshooting process and some of the common troubleshooting techniques. Utilities available for troubleshooting connectivity issues are explored. This chapter also covers some of the more common issues with wired and wireless LANs and suggests some possible sources of help when troubleshooting.

- **Chapter 10, “Putting It All Together,”** In this summary activity, you use what you have learned about computer hardware and software, wired and wireless networking components, protocols and applications, and techniques for securing a network to plan and implement a technical solution for a small business.

Part II of this book includes the labs that correspond to each chapter.

This book also includes the following:

- An appendix, “Check Your Understanding and Challenge Questions Answer Key,” provides the answers to the Check Your Understanding questions that you find at the end of each chapter. It also includes answers for the Challenge questions and activities that conclude most chapters.

- The Glossary provides a compiled list of all the key terms that appear throughout this book plus additional computer and networking terms.
About the CD-ROM

The CD-ROM included with this book provides many useful tools and information to support your education:

- **Packet Tracer Activity files**: These are files to work through the Packet Tracer activities that are referenced throughout the book, as indicated by the Packet Tracer activity icon.

- **Interactive Activities**: The CD-ROM contains the interactive activities referenced throughout the book.

- **OSI Model Overview**: The CD-ROM also contains a brief overview of the OSI model for your reference.

- **Taking Notes**: This section includes a .txt file of the chapter objectives to serve as a general outline of the key topics of which you need to take note. The practice of taking clear, consistent notes is an important skill for not only learning and studying the material but for on-the-job success as well. Also included in this section is “A Guide to Using a Networker's Journal”; a PDF booklet providing important insight into the value of the practice of using a journal, how to organize a professional journal, and some best practices on what, and what not, to take note of in your journal.

- **IT Career Information**: This section includes a Student Guide to applying the toolkit approach to your career development. Learn more about entering the world of Information Technology as a career by reading two informational chapters excerpted from *The IT Career Builder's Toolkit*: “Information Technology: A Great Career” and “Breaking into IT.”

- **Lifelong Learning in Networking**: As you embark on a technology career, you will notice that it is ever-changing and evolving. This career path provides new and exciting opportunities to learn new technologies and their applications. Cisco Press is one of the key resources to plug into on your quest for knowledge. This section of the CD-ROM provides an orientation to the information available to you and tips on how to tap into these resources for lifelong learning.
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Objectives

Upon completion of this chapter, you will able to answer the following questions:

- What is the purpose of an OS?
- What role do the shell and kernel play?
- What is the difference between a CLI and GUI interface?
- What is a network redirector?
- What are some of the common operating systems available?
- What is the difference between commercial and GPL software licensing?
- What are the different options for OS installation?
- What is an OS upgrade and how is it performed?
- What is a file system and what types are used with PCs?
- What IP parameters must be configured to prepare a computer to participate on the network?
- How are operating systems maintained?

Key Terms

This chapter uses the following key terms. You can find the definitions in the Glossary.

- operating system (OS) page 42
- kernel page 43
- shell page 43
- command-line interface (CLI) page 43
- graphical user interface (GUI) page 43
- K Desktop Environment (KDE) page 44
- multitasking page 44
- network client page 45
- network operating system (NOS) page 46
- GNU Public License (GPL) page 46
- UNIX page 46
- Linux page 46
- total cost of ownership (TCO) page 49
- upgrade page 50
- virtual machine page 50
- file system page 51
- File Allocation Table (FAT) 16/32 page 51
- New Technology File System (NTFS) page 51
- ext page 52
- ext3 page 52
- data loss page 52
- network interface card (NIC) page 52
- Internet Protocol (IP) page 52
- IP address page 52
- computer name page 53
- patch page 55
How we interact with our computer, and what applications it can run, affects our ability to communicate with others. Computer operating systems enable us to use application software, store information, and join the network. The operating system is the most important program running on a computer. Without it the other programs and features will not operate. In this chapter you will learn about the most popular operating systems, and how to choose the one that will be right for your computer. Part II of this book includes the corresponding labs for this chapter.

Choosing the Operating System

There are a number of operating systems in use with modern computers. Most client computers purchased in a retail outlet come with the operating system preloaded. If a computer is ordered from an online retail outlet, the purchaser frequently has a choice of which OS is installed. Business environments often need to consider other options depending on the intended function of the computer. They may even build their own computers and install the desired OS.

Purpose of an Operating System

System components and peripherals, by themselves, are nothing more than a collection of electronics and mechanical parts. To get these parts to work together to perform a specific task, a special type of computer program, known as an operating system (OS), is required.

Suppose that a user wants to write a report and print it out on an attached printer. A word processing application is required to accomplish this task. Information is entered from the keyboard, displayed on the monitor, saved on the disk drive, and then finally sent to the printer.

In order for the word processing program to accomplish all of this, it must work with the OS, which controls input and output functions. The OS uses specialized software programs known as drivers to interact with the various hardware components. Every major electronic component inside the computer or attached to it requires a driver. These drivers might be integrated into the OS or standalone software modules used by the OS. The OS and its drivers are what accepts the information entered from the keyboard, displays it on the monitor, saves it to disk, and sends the document to the printer. As shown in Figure 2-1, the keyboard, mouse, and disk drivers are typically integrated into the OS whereas video and printer drivers are typically external software modules. The entered data is manipulated inside of the computer, stored in RAM, and processed by the CPU. This internal manipulation and processing is also controlled by the OS. All computerized devices, such as servers, desktops, laptops, or handhelds, require an OS in order to function.

**Figure 2-1** Computer Components and OS Drivers

![Diagram of computer components and OS drivers](image-url)
The OS acts like a translator between user applications and the hardware. A user interacts with the computer system through an application, such as a word processor, spreadsheet, or computer game. Application programs are designed for a specific purpose, such as word processing, and know nothing of the underlying electronics. For example, the application is not concerned with how information is entered into the application from the keyboard. The operating system is responsible for the communication between the application and the hardware.

When a computer is powered on, it loads the OS, normally from a permanent storage device, such as a hard disk drive, into RAM. The portion of the OS code that interacts directly with the computer hardware is known as the *kernel*. The portion that interfaces with the applications and user is known as the *shell*. The user can interact with the shell using either the *command line interface (CLI)* or *graphical user interface (GUI)*. Figure 2-2 shows the relationship between the OS shell, the kernel, and the computer hardware.

**Figure 2-2**  OS Shell, Kernel, and Hardware Relationship

![Diagram of OS Shell, Kernel, and Hardware Relationship](image)

When using the CLI, the user interacts directly with the system in a text-based environment by entering commands on the keyboard at a command prompt. The system executes the command, often providing textual output on the monitor. Figure 2-3 shows the Windows CLI interface command prompt screen with a directory of drive C:\ displayed using the `dir` command.

**Figure 2-3**  Directory of Drive C:\ Using the Windows CLI Command Prompt Window

![Image of Windows CLI Command Prompt with Directory of Drive C:\](image)
The GUI allows the user to interact with the system in an environment that uses graphical images, multimedia, and text. Actions are performed by interacting with the images onscreen. GUI is more user friendly than CLI and requires less knowledge of the command structure to utilize the system. For this reason, many individuals rely on the GUI environments. Most operating systems offer both GUI and CLI. Although the GUI is more user friendly, knowing how to work with the CLI is still useful. The GUI depends on the graphics subsystems of the computer to display the high-resolution, multicolor images. If a problem occurs with the graphics hardware or drivers, the CLI might be the only interface available to the user for troubleshooting. Figure 2-4 shows the Windows Explorer GUI interface screen with a directory of drive C:\ displayed by clicking with the mouse.

**Figure 2-4  Directory of Drive C:\ Using the Windows Explorer GUI**

Figure 2-5 shows a Linux CLI terminal window for entering commands. The structure of the file system is displayed using the `ls –l` UNIX command, which is similar to the Windows `dir` command. The `ls –l` command lists directories (also called folders) and files, using the –l or “long” option. This option provides additional information for each file and directory. Without the –l option, only the directory and filenames would be displayed. With this listing, the name of the directory (or file) is the last entry in blue.

Figure 2-6 shows a Linux GUI window for displaying and managing directories and files. The structure of the file system is displayed using the `K Desktop Environment (KDE) File Browser` application. KDE File Browser is similar to the Windows Explorer application. Notice that directories are referred to as folders in the GUI screen.

Operating systems have complete control of local hardware resources. They are designed to work with one user at a time. They enable the user to do more than one thing at a time using multiple applications. This capability is known as **multitasking**. The operating system keeps track of which resources are used by which application. A single processor can only manipulate memory to give the impression of multitasking. The CPU is actually giving each application a portion or slice of its processing time. The more applications the system is running, the smaller the time slice for each application. Multiprocessor systems can have multiple independent CPU chips or multiple CPUs on one chip (for example, dual-core). These systems can actually perform multiple tasks simultaneously.
In order to work with resources that are not directly connected to the computer system, a special piece of software called a *redirector* must be added. Redirectors make it possible to reroute a data request from the OS out of the local machine onto the network to a remote resource. The redirector can either be an integral part of the OS or can be installed separately. With a redirector, the local PC can access remote resources as a *network client*. With a redirector installed, the operating system acquires some of the characteristics of a network operating system (NOS). Figure 2-7 shows the use of the OS redirector when a host needs access to a remote resource on the network. The document being retrieved might appear to the user that it is on the local machine. However, the redirector must send the request out the network interface card (NIC) to contact the remote server and actually retrieve the document.
An operating system that is specifically designed for a network is referred to as a network operating system (NOS). A NOS includes features that allow management of network resources like files, printers, LAN users, and security, and is typically installed on a server. Most network resources appear to the end users as if they were on their local machine, when in reality the NOS is providing the resource to the PC. A true NOS offers complex scheduling and user management software that allows a server to share resources between many users and resources. The client OS with a redirector can access the server NOS resources as if they were directly connected.

### Operating System Requirements

Many different operating systems are available. The major groupings are listed here with some examples. Most of these are proprietary commercial offerings.

- **Microsoft Windows**: XP, Vista, and 2003 Server
- **UNIX-Based**: IBM AIX, Hewlett Packard HPUX, and Sun Solaris
- **BSD**: Free BSD
- **Linux-Based**: Many varieties
- **Macintosh OS X**
- **Non-UNIX Proprietary**: IBM OS/400, z/OS

Although most of these operating systems require the user to purchase and agree to a commercial license, several operating systems are released under a different type of licensing scheme known as the **GNU Public License (GPL)**.

Commercial licenses usually deny end users the ability to modify the program in any way. Windows XP, Mac OS X, and **UNIX** are all examples of commercial OS software.

In contrast, the GPL allows end users to modify and enhance the code, if they desire, to better suit their environment. Some common operating systems released under the GPL include **Linux** and BSD. Refer to Table 2-1 for a comparison of commercially licensed operating systems and those released under GPL.
Table 2-1  Commercial and GPL License Comparison

<table>
<thead>
<tr>
<th>Criteria</th>
<th>Commercial License</th>
<th>GNU Public License (GPL)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Access</td>
<td>Restrictive in nature and limits what the user can do with the code.</td>
<td>Ensures everyone has full access to the source code and can participate in enhancement of the product.</td>
</tr>
<tr>
<td>Cost</td>
<td>Often very expensive depending on deployment (for example, a Windows XP license must normally be purchased for every client machine on a network).</td>
<td>Often released free-of-charge (for example, Linux can be freely installed on as many machines as desired). However, the cost of retraining for a GPL product might exceed the discounted cost of a commercial license.</td>
</tr>
<tr>
<td>Development</td>
<td>Very structured development cycle and changes not quickly available.</td>
<td>Development cycle is less structured and changes are more quickly implemented.</td>
</tr>
<tr>
<td>Cycle</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Support</td>
<td>Structured support available for a fee.</td>
<td>Less of a structured support arrangement, often relying on community (user-based) support. Some companies that distribute GPL products provide fee-based support.</td>
</tr>
</tbody>
</table>

Operating systems require a certain amount of hardware resources. These resources are specified by the manufacturer and include such things as

- Amount of RAM
- Hard disk space required
- Processor type and speed
- Video resolution

Manufacturers often specify both a minimum and recommended level of hardware resources. System performance at the minimum specified hardware configuration is usually poor and only sufficient to support the OS and little other functionality. The recommended configuration is usually the better option and is more likely to support standard additional applications and resources. Adding hardware over that recommended, such as another CPU and more RAM, can further improve system performance, but at a significant cost.

To take advantage of all the features provided by an operating system and installed applications, hardware resources such as sound cards, NICs, modems, microphones, and speakers are generally required. Many of the OS developers test various hardware devices and certify that they are compatible with the operating system. Always confirm that the hardware has been certified to work with the operating system before purchasing and installing it. Table 2-2 shows a sample comparison of the minimum amount of hardware needed and the recommended hardware necessary to get the most out of the OS and applications running on the computer.
### Operating System Selection

You need to consider many factors before deciding on which OS to use in a given environment.

The first step in selecting an OS is to ensure that the OS being considered fully supports the requirements of the end user. Does the OS support the applications that will be run? Is the security and functionality sufficient for the needs of the users?

Next, conduct research to make sure that sufficient hardware resources are available to support the OS. This includes such basic items as memory, processors, and disk space, as well as peripheral devices such as scanners, sound cards, NICs, and removable storage.

Another consideration is the level of human resources needed to support the OS. In a business environment, a company might limit support to one or two operating systems and discourage, or even disallow, the installation of any other OS. In the home environment, the ready availability of technical support for an OS might be a determining factor. The following are some of the factors that should be considered when selecting an OS:

- Security
- Support
- Politics
- Cost
- Availability

### Interactive Activity 2-1: Software Licensing Scenarios (2.1.2.3)

In this interactive activity, you determine the appropriate type of software licensing for a scenario. Use file ia-2123 on the CD-ROM that accompanies this book to perform this interactive activity.

### Table 2-2  Minimum and Recommended OS Requirements

<table>
<thead>
<tr>
<th></th>
<th>Minimum</th>
<th>Recommended</th>
</tr>
</thead>
<tbody>
<tr>
<td>CPU</td>
<td>512 Megahertz</td>
<td>1 Gigahertz</td>
</tr>
<tr>
<td>RAM</td>
<td>256 Megabytes</td>
<td>1 Gigabyte</td>
</tr>
<tr>
<td>Hard drive</td>
<td>40 Gigabytes</td>
<td>80 Gigabytes</td>
</tr>
<tr>
<td>Graphics card</td>
<td>800 x 600 pixels</td>
<td>1024 x 768 pixels</td>
</tr>
<tr>
<td>Optical drive</td>
<td>CD-ROM</td>
<td>DVD</td>
</tr>
</tbody>
</table>
When implementing an OS, you should consider **total cost of ownership (TCO)** of the OS in the decision-making process. This not only includes the costs of obtaining and installing the OS, but also all costs associated with supporting it.

Another factor that might come into play in the decision-making process is the availability of the operating system. Some countries and/or businesses have made decisions to support a specific type of OS or might have restrictions barring individuals from obtaining certain types of technologies. In this type of environment, considering a particular OS, regardless of its suitability to the task, might not be possible.

The process for selecting an operating system, as shown in Figure 2-8, must take all of these factors into account.

**Figure 2-8** Considerations and Requirements for Selecting an Operating System Process
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Installing the Operating System

Most operating systems are installed on a clean hard drive by the manufacturer of the computer system. However, several other options are available depending on the existing operating system installed and the circumstances and goals of the user.

OS Installation Methods

An OS is installed in a defined section of the hard disk, called a disk partition. Various methods exist for installing an OS. The method selected for installation is based on the system hardware, the OS being installed, and user requirements. Four basic options are available for the installation of a new OS:

- **Clean install**: A clean install is done on a new system or in cases where no upgrade path exists between the current OS and the one being installed. It deletes all data on the partition where the OS is installed and requires application software to be reinstalled. A new computer system requires a clean install. A clean install is also performed when the existing OS installation has become damaged in some way.

- **Upgrade**: If you are staying with the same OS platform, doing an upgrade is often possible. With an upgrade, system configuration settings, applications, and data are preserved. It simply replaces the old OS files with the new OS files.

- **Multiboot**: Installing more than one OS on a computer to create a multiboot system is possible. Each OS is contained within its own partition and can have its own files and configuration settings. On startup, the user is presented with a menu to select the desired OS. Only one OS can run at a time and it has full control of the hardware. As an example of multiboot, it is possible to install Windows XP, Windows Server, and Linux all on the same system. This setup can be useful in a test environment where only one PC is available but there is a need to test several different OS and applications.

- **Virtualization**: Virtualization is a technique that is often deployed on servers. It enables multiple copies of an OS to be run on a single set of hardware, thus creating many virtual machines. Each virtual machine can be treated as a separate computer. This enables a single physical resource to appear to function as multiple logical resources. This type of approach generally demands more physical resources such as CPU processing and RAM because multiple OSs are running on the same machine.

Interactive Activity 2-2: Operating System Installation Scenarios (2.2.1.2)

In this interactive activity, you determine the appropriate operating system installation technique for each scenario. Use file ia-2212 on the CD-ROM that accompanies this book to perform this interactive activity.

Preparing for OS Installation

A pre-installation checklist helps ensure that the installation process is successful:

**Step 1.** Verify that all hardware is certified to work with the selected OS. Experienced users can monitor tech blogs to see what problems are being experienced on specific machines/motherboards and so on. This can save the installer time and potential problems.
Step 2. Verify that the hardware resources meet or exceed the published minimum requirements.

Step 3. Confirm that the appropriate installation medium is available. Due to the file size of current operating systems, they are usually available on both CD and DVD media.

Step 4. If the OS is to be installed on a system that already contains data:
   a. Use system diagnostic tools and utilities to ensure that the current OS installation is in good condition, free of malicious or damaging files and codes.
   b. Complete a full backup of all important files.

Step 5. If performing a clean install, verify that all application software is available for installation.

Step 6. If connecting the computer to a network at this time, verify that the network configuration information is available.

Step 7. If this is an end-user computer and a different OS is to be installed, verify that the user has adequate training in the use of the new OS.

Before starting the installation, determining the partition structure that best meets user requirements is necessary. Figure 2-9 depicts hard disk partitioning.

Figure 2-9  Hard Disk Partitioning

One of the techniques available to help protect data is to divide the hard drive into multiple partitions. With a clean install, many technicians prefer to create one partition for data and a separate partition for the OS. This technique enables an OS to be upgraded without the risk of losing data. It also simplifies backup and recovery of data files. Applications might be installed on yet another partition. With all data files on a single partition, backing up only that partition is necessary. The OS and applications can be reinstalled in the event of a system failure.

When installing an OS, determining the type of file system to use is also necessary. A file system is the method the OS uses to keep track of the files. Many different file system types exist. Each OS is designed to work with one or more of these file system types and each file system type offers specific advantages:

- **File Allocation Table (FAT) 16/32**: 16- and 32-bit file systems are common with the earlier home versions of Windows OS but do not provide file security. Proprietary.

- **New Technology File System (NTFS)**: Developed with Windows NT. A more robust and secure file system available with some newer home versions of Windows such as XP and Vista, and the professional and server version of other Windows OSs. Provide journaling of file system changes. Proprietary.
- **Ext2 and ext3**: Second and third extended file systems. Used primarily with Linux distributions. The ext2 file system supports large files, long filenames, and file security and also provides high-performance lookups. Ext3 adds journaling capabilities to ext2. Both ext2 and ext3 are open source.

Careful consideration should be made to the type of file systems supported by the selected OS and the benefits of each.

Although tools exist to modify the partitioning structure and file system of a hard drive after installation, they should be avoided if possible. Modifying either the file system or partition structure on a hard drive might result in **data loss**. Careful planning can help preserve the integrity of the data.

### Configuring a Computer for the Network

After an OS is installed, the computer can be configured to participate in a network. A network is a group of devices, such as computers, that are connected to each other for the purposes of sharing information and resources. Shared resources can include printers, documents, and Internet access connections.

To physically connect to a network, a computer must have a **network interface card (NIC)**. The NIC is a piece of hardware that allows a computer to connect to the network medium. It might be integrated into the computer motherboard or might be a separately installed card.

In addition to the physical connection, some configuration of the operating system is required for the computer to participate in the network. Most modern networks connect to the Internet and use it to exchange information. Each computer on these networks requires an **Internet Protocol (IP)** address, as well as other information, to identify it. The IP configuration contains three parts, which must be correct for the computer to send and receive information on the network. These three parts are:

- **IP address**: Identifies the computer on the network.
- **Subnet mask**: Identifies the network on which the computer is connected.
- **Default gateway**: Identifies the device that the computer uses to access the Internet or another network.

In Figure 2-10, the PC must have a NIC installed, usually an Ethernet NIC on modern local networks. It is then configured with an IP address and a subnet mask for the local network it is on. The default gateway entered as part of this configuration is the IP address of the router interface on this local network. All packets that are not destined for local hosts will be sent to the default gateway.

**Figure 2-10  Configuration Requirements for Connecting to the Network**
A computer IP address can be configured manually or assigned automatically by another device, as shown in Figure 2-11.

**Figure 2-11  Manual and Dynamic IP Configuration**

With manual configuration, the required values are entered into the computer via the keyboard, typically by a network administrator. The IP address entered is referred to as a static address and is permanently assigned to that computer.

Computers can be set up to receive their network configuration dynamically. This feature allows a computer to request an address from a pool of addresses assigned by another device within the network. When the computer is finished with the address it is returned to the pool for assignment to another computer.

**Computer Naming**

In addition to the IP address, some network operating systems make use of computer names. In this environment each individual system must have a unique name assigned to it.

A *computer name* provides a user-friendly way to identify a computer, making it easier for users to connect to shared resources such as folders and printers on other computers.

The network administrator should determine a logical naming scheme that helps to identify a device’s type and/or its location. For example, the name PRT-CL-Eng-01 could represent the first network-attached color laser printer in the Engineering Department.

These names are manually assigned to each device, although some tools do exist to help automate the naming process. A computer description can also be entered when assigning a name to provide additional information on the location or function of the device. Figure 2-12 shows the use of Windows System Properties to enter a computer name.
Figure 2-12 Using Windows System Properties to Name a Computer

Network Name and Address Planning
As a network grows in size and complexity, ensuring that it is well planned, logically organized, and well documented becomes increasingly important.

Many organizations develop conventions for the naming and addressing of computers. These conventions provide guidelines and rules that network support personnel can use when performing these tasks. Computer names must be unique and should have a consistent format that conveys meaningful information. This method can help to determine device type, function, location, and sequence number based on the device name. IP addresses must also be unique to each device.

The use of logical device naming and addressing conventions that are well documented can greatly simplify the tasks of training and network management and can help with troubleshooting when problems arise. Figure 2-13 illustrates a logical naming scheme that can assist the network administration staff.

Figure 2-13 Computer Naming Conventions

Maintaining the Operating System
As operating systems and applications software continue to evolve, users need to keep their systems up to date to ensure they have the latest features and that their systems operate efficiently and are protected against attacks.
Why and When to Apply Patches

After an OS or application is installed, keeping it up to date with the latest patches is important.

A patch is a piece of program code that can correct a problem or enhance the functionality of an application program or OS. It is usually provided by the manufacturer to repair a known vulnerability or reported problem. In most cases a patched OS results in a healthier, more stable computer, as shown in Figure 2-14.

Figure 2-14  Operating System Patches

Computers should be continually updated with the latest patches unless a good reason exists not to do so. Sometimes patches negatively impact the operation of another system feature. The impact of the patch should be clearly understood before it is applied. The software manufacturer’s website usually provides this information.

Applying OS Patches

Patches to operating systems can be installed in different ways, depending on the OS and the needs of the user. Options for downloading and installing updates include the following:

- **Automatic installation**: The OS can be configured to connect to the manufacturer’s website and then download and install minor updates without any user intervention. Updates can be scheduled to occur during times when the computer is on, but not in use.

- **Prompt for permission**: Some users want to have control over which patches are applied. This choice is often the one for users who understand what impact a patch can have on system performance. The system can be configured to notify the end user when a patch is available. The user must then decide whether to download and install the patch.

- **Manual**: Updates that require major pieces of code to be replaced on a system should be run manually. These major updates are often called service packs and are designed to correct problems with an application or OS, and sometimes to add functionality. These service packs usually require the end user to manually connect to a website, download files, and install the update. They can also be installed from a CD available from the manufacturer.

Figure 2-15 shows the Automatic Updates options in Windows System Properties.
Interactive Activity 2-3: OS Update Options (2.3.2.2)

In this interactive activity, you determine what type of update the scenario is describing. Use file ia-2322 on the CD-ROM that accompanies this book to perform this interactive activity.

Application Patches and Updates

Applications also require patches and updates. Patches are usually released by the manufacturer to repair a detected vulnerability in the application that could lead to undesirable behavior.

Browsers and office software such as word processors and spreadsheet and database applications are common targets for network attacks. These applications require updates to correct the code that might allow the attack to succeed. The manufacturer might also develop updates that can improve product functionality, at no additional cost.

OS and application patches are generally found through the manufacturer’s website. The installation process might request permission to install the update and to verify that any supporting software is present. The installation process might also install any programs that are required to support the update. Web updates can be downloaded to the system from the Internet and installed automatically. Figure 2-16 shows the Internet Explorer Security Warning that is displayed before an update is downloaded and installed.

Figure 2-16 Installing an Update from the Internet
Lab 2-1: Examining Operating System and Application Versions (2.3.3.2)
In this lab you will examine the current version of OS and installed applications and determine whether additional patches or updates are available. Refer to the Hands-on lab in Part II of this Learning Guide. You may perform this lab now or wait until the end of the chapter.

Challenge Lab 2-2: Evaluating an OS Upgrade
In this lab you will evaluate the existing hardware of a Windows XP computer and determine whether it can support an upgrade to Windows Vista. Refer to the Hands-on lab in Part II of this Learning Guide. You may perform this lab now or wait until the end of the chapter.
Summary

An operating system (OS) is the most important software in a PC. It is responsible for making all the hardware components and software applications work together. An OS can be installed by the manufacturer, an end user, or a network administrator.

The OS is comprised of a kernel, a shell, and device drivers. The kernel is the main OS program and interacts directly with the hardware through the use of device drivers. The shell interacts with the applications and the user. The user interacts with the shell through the command-line interface (CLI) or a graphical user interface (GUI).

A network operating system (NOS) is a sophisticated OS that allows a computer to share resources among many users and to treat networked resources as if they are directly connected. A NOS includes features that allow management of network resources such as files, printers, LAN users, and security, and is typically installed on a server.

Performing a pre-installation checklist before installing any new OS is important. An OS is installed in a disk partition, which is a defined section of the hard disk. Decide on partition schemes before installing the OS.

Operating systems use various file systems. The most common file systems are Windows FAT 16/32 and NTFS. For Linux they are ext2 and ext3.

To participate in a network, a computer requires a network interface card (NIC) configured with an IP address, subnet mask, and default gateway. The network should be well planned, logically organized, and well documented using standard addressing and naming conventions.

Keeping OS and application software up to date with the latest revisions, upgrades, or patches is important. A patch is a piece of program code that corrects a problem or enhances the functionality of an OS. An OS can be configured to connect automatically to the manufacturer’s website and download and install minor updates without any user intervention. Service packs are major updates to an OS or software application. Application software can also require patches and updates to repair a detected vulnerability in the application. Applications patches are generally found through the manufacturer’s website.

Part II of this book includes the corresponding labs for this chapter.

Activities and Labs

This summary outlines the activities and labs you can perform to help reinforce important concepts described in this chapter. You can find the activity and Packet Tracer files on the CD-ROM accompanying this book. The complete hands-on labs appear in Part II.

Interactive Activities on the CD-ROM:
Interactive Activity 2-1: Software Licensing Scenarios (2.1.2.3)
Interactive Activity 2-2: Operating System Installation Scenarios (2.2.1.2)
Interactive Activity 2-3: OS Update Options (2.3.2.2)
Labs in Part II of This Book:
Lab 2-1: Examining Operating System and Application Versions (2.3.3.2)
Challenge Lab 2-2: Evaluating an OS Upgrade

Check Your Understanding

Complete all the review questions listed here to test your understanding of the topics and concepts in this chapter. The “Check Your Understanding and Challenge Questions Answer Key” appendix lists the answers.

1. A network technician is installing the Linux OS on a computer. What are the most likely file systems she will select from?

2. A network technician needs to install a new operating system on a computer. In order to preserve the data, application, and configuration settings as well as the partitioning already present, which installation method should be used?
   A. Clean install
   B. Upgrade
   C. Multiboot
   D. Virtualization

3. Allan just purchased a new PC for attachment to an Ethernet local network. What three basic static IP configuration parameters will he need to enter to allow this PC to participate on the network?

4. When developing a naming scheme for a network, which two pieces of information are most beneficial when determining a computer name? (Choose two.)
   A. Device type
   B. Location
   C. Year purchased
   D. Operating system
   E. Software installed

5. What is the term used to describe the software added to an OS that allows a user to access remote network resources as if they were local?

6. What portion of operating system code interacts directly with computer hardware?

7. Which two operating systems issued under the GPL allow end users to modify and enhance code? (Choose two.)
   A. Windows XP
   B. Mac OS X
   C. Linux
   D. BSD
   E. UNIX
8. What three factors need to be considered when choosing an operating system? (Choose three.)
   A. The operating system has limited availability.
   B. The operating system supports end-user requirements.
   C. Sufficient hardware resources are available.
   D. Users can provide training on the new software without help.
   E. Human resources exist to support the product.
   F. The operating system is backward compatible with MS-DOS.

9. Jessica’s home computer is currently running Windows 98. She wants to convert to Windows Vista but wants to keep her data and applications. She checks the Microsoft website and finds that there is no upgrade path from Windows 98 to Vista. What steps should she take to convert to Vista? (Choose all that apply.)
   A. Back up her data
   B. Verify her hardware has enough resources to support Vista
   C. Reinstall her applications
   D. Perform a clean install of Vista

10. A network administrator wants to set up the OS update options on the Windows PCs in his network so that he is made aware of updates when they are available but has the opportunity to check what changes the updates contain before downloading and installing them. Which update option does he need to use?
    A. Prompt for permission
    B. Automatic installation
    C. Manual installation
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